

Management Control Evaluation Process

Reporting Period for the DON

Beginning in Fiscal Year (FY) 2002, the Department of Defense consolidated the DoD Statement of Assurance, the annual Chief Financial Officer’s Act Financial Statement and the Government Performance and Results Act (GPRA) reporting requirements into a single Performance and Accountability Report (PAR).  For FY 2003, the DoD accelerated the reporting submission dates for the component sections of the PAR.  Because of the accelerated date for the comprehensive reporting required under the PAR format, DoD components, including the Department of the Navy (DON), were required to submit the Statement of Assurance by October 1, 2003.  In order to meet this accelerated due date and to provide a comprehensive assessment on the effectiveness of DON’s management controls, the DON’s FY 2003 Statement of Assurance discloses material weaknesses that have been identified during the 12-month period from July 1, 2002 through June 30, 2003.  This established time frame allows the DON to obtain input from its components and to provide comprehensive plans and schedules to correct the identified weaknesses.  Accordingly, the cover memorandum for the Secretary of Defense indicates that the period of evaluation of DON’s FY 2003 management controls is the 12-month period ending June 30, 2003.  Consequently, any uncompleted milestones that were scheduled for completion in September 2003 will be revisited and addressed in next year’s report.  For example, if the final verification milestone was targeted for completion in September 2003, the weakness will not be considered delayed and will be addressed in the FY 2004 DON Statement of Assurance.

Concept of Reasonable Assurance

The system of internal accounting and administrative control of the DON in effect during the 12-month period ending June 30, 2003 was evaluated in accordance with the guidance in Office of Management and Budget (OMB) Circular No. A-123 (Revised), “Management Accountability and Control,” dated June 21, 1995, as implemented by DoD Directive 5010.38, “Management Control Program,” dated August 26, 1996, and DoD Instruction 5010.40, “Management Control Program Procedures,” dated August 28, 1996.  The OMB guidelines were issued by the OMB Director, in consultation with the Comptroller General of the United States, as required by the Federal Managers’ Financial Integrity Act of 1982 (FMFIA).  Included is an evaluation of whether the system of internal accounting and administrative control of the DON is in compliance with standards prescribed by the Comptroller General. 

The objectives of the system of internal accounting and administrative control of the DON are to provide reasonable assurance that:

· obligations and costs are in compliance with applicable laws;

· funds, property, and other assets are safeguarded against waste, loss, unauthorized use, or misappropriation; and

· revenues and expenditures applicable to agency operations are properly recorded and accounted for to permit the preparation of reliable accounting, financial, and statistical reports and to maintain accountability over the assets.

The evaluation of management controls extends to every responsibility and activity undertaken by the DON and is applicable to financial, administrative, and operational controls.  Furthermore, the concept of reasonable assurance recognizes that (1) the cost of management controls should not exceed the benefits expected to be derived and (2) the benefits consist of reductions in the risks of failing to achieve the stated objectives.  The expected benefits and related costs of control procedures should be addressed using estimates and managerial judgment.  Moreover, errors or irregularities may occur and not be detected because of inherent limitations in any system of internal accounting and administrative control, including those limitations resulting from resource constraints, congressional restrictions, and other factors.  Finally, projection of any evaluation of the system to future periods is subject to risk that procedures may be inadequate because of changes in conditions, or that the degree of compliance with procedures may deteriorate.  Therefore, statements of reasonable assurance are provided within the limits of the preceding description.  The evaluation was performed in accordance with the guidelines identified above.  The results indicate that the system of internal accounting and administrative controls of the DON in effect during the 12-month period ending June 30, 2003, taken as a whole, provides reasonable assurance that the mission of the organization can be accomplished effectively and that critical assets can be protected.  Accordingly, based on this review, and in accordance with the FMFIA, the DON is providing a “qualified” statement of assurance, citing material weaknesses in management controls that preclude an unqualified statement. 

Determination of Reasonable Assurance Status

Management Control Program Structure.  The organization and structure of the DON and the actions taken daily to maintain a modern, quality naval force are the major factors that led the Secretary of the Navy (SECNAV) to have reasonable assurance that the system of management controls is operating as intended, with the exception of the material weaknesses reported.  The DON Management Control Program (MCP) is decentralized and encompasses shore commands and afloat forces.  SECNAV, through the Under Secretary of the Navy (UNSECNAV) and the Office of the Assistant Secretary of the Navy (Financial Management and Comptroller) (OASN(FM&C)), is responsible for overall administration of the MCP, which includes developing operational policies and procedures, coordinating reporting efforts, and performing oversight reviews.  Primary responsibility for program execution and reporting is placed with the various Assistant Secretaries of the Navy, the Chief of Naval Operations (CNO), the Commandant of the Marine Corps (CMC), Secretariat Staff Offices, and other Echelon 1 commands.  Each of the fifteen Echelon 1 commands provides the SECNAV with its own annual Management Control Certification Statement.  These certification statements are used as the primary source documents for the Secretary's determination of whether reasonable assurance exists that the system of internal administrative controls is functioning within the DON.

The DON's MCP is based on the General Accounting Office's (GAO) five Standards for Internal Control:  Control Environment, Risk Assessment, Control Activities, Communication and Information, and Monitoring.

· Control Environment.  The DON has established its control environment to support its mission statement "to maintain, train, and equip combat-ready naval forces capable of winning wars, deterring aggression, and maintaining freedom of the seas."  Integral to mission implementation and sustainability of the control environment are the published human capital policies, ethics, and operational procedures that are practiced and reinforced daily in training and in operations.  The shore commands and afloat forces, working to achieve their respective missions in support of the overall DON mission, further reinforce each of these fundamental elements. 

· Risk Assessment.  The DON continues to place emphasis on risk assessments.  To assist commands/activities, the DON focused a section of its MCP training course on tools and techniques for conducting risk assessments and developing strategies to mitigate risk.  To provide additional assessment techniques of all shore commands and afloat forces, the DON has developed a self-assessment survey tool, based on the principles and elements of an effective MCP, including the concepts of risk management as detailed in the GAO Internal Control Management and Evaluation Tool of August 2001.  The objectives of the self-assessment are to promote risk awareness, recognition of risk and to assist commands at all levels of the DON in evaluating their MCPs.
· Control Activities.  The DON has an extensive system of policies, procedures, and training activities that provide instructions for personnel, from the departmental level to the lowest operating activities.  DON shore commands and afloat forces have a variety of controls in place that reflect and enforce these policies and procedures, to include security checklists, segregation of duties, shipboard inspections, and organizational reviews.  These controls are highly specific and reflect management’s focus on the duties and activities related to accomplishing organizational missions.

· Communication and Information.  Information is continuously communicated up and down the DON chain of command.  Communication on priorities and departmental direction flow down through the organization through a variety of formats; strategic plans; policies and procedures doctrines; human capital strategies; and DoD directives, instructions, and memorandums.  The process and the structure for reporting and preparing the Management Control Statement of Assurance contributes greatly to the upward communication of issues and weaknesses within the organization as the responsible activities and commands forward their identified material weaknesses for review, comment, and aggregation.  Targeted messages on MCP, Internal Controls, and Risk Management have been briefed at the American Society of Military Comptrollers conference and at the DON Comptroller roundtable meetings throughout the year.  In addition, a DON-developed quarterly newsletter is used to communicate current MCP information and enhance program awareness. 

· Monitoring.  Management controls are continuously monitored throughout the DON.  Shore command and afloat force line managers perform various reviews, evaluations, and inspections to monitor and ensure the effectiveness of operational, financial, and administrative controls.  Weaknesses judged to be “material” are reported to the Secretary through the chain of command.  In addition, commands are staffed with an internal review-type office – Command Inspector General, Command Evaluation Office, Internal Review Office, etc. – that perform routine and follow-up evaluations on functions pertinent to command mission.  For the DON as a whole, the Naval Audit Service (NAVAUDSVC), by regulation, routinely assesses the effectiveness of management controls in the course of performing its audits (except limited scope audits) and, where warranted, explicitly addresses management control deficiencies by way of establishing managerial accountability.  The Naval Inspector General (NAVINSGEN) and Naval Criminal Investigative Service (NCIS) also perform inspections and investigations of DON entities and review and report on issues related to management controls.  

Management Control Reporting.  As described above, at year-end, the Assistant Secretaries of the Navy, CNO, CMC, Secretariat Staff Offices, and other Echelon 1 commands provide Management Control Certification Statements to SECNAV regarding their assessment of the effectiveness of management controls within their organizations.  These components base their certifications on evaluations they have conducted, as well as input provided by subordinate commands, regarding management control accomplishments and deficiencies identified throughout the year.  These accomplishments and deficiencies may have been identified through internal reviews or external audits, investigations, or inspections.  Corrective actions and milestones for deficiencies identified are reported as well.

In addition, the Auditor General (AUDGEN) of the Navy, in collaboration with the OASN(FM&C)'s Office of Financial Operations (FMO), is responsible for reviewing audit reports and identifying any potential material weaknesses (significant at the departmental level) observed.  Once identified, potential material weaknesses are reported to cognizant DON senior level functional managers for their review and assessment.  Comments and suggestions concerning identified potential weaknesses are factored into the DON annual Management Control Statement of Assurance.

Reasonable Assurance of Management Controls.  The SECNAV has determined there is reasonable assurance that the DON has the controls in place to execute its mission effectively and that its critical assets are protected, with the exception of the material weaknesses reported.  This determination stems from the established DON control environment, its continued emphasis on risk assessment, its specific control activities, the continuous communication and flow of information, and the monitoring performed by both command management and the audit/investigative/inspection community.  Recent military actions confirm the strength of the DON’s management controls, as it effectively executes its missions.

FY 2003 Statement.  The DON is committed to full disclosure of material weaknesses and resolution of the issues discovered.  Based on the certification statements provided by the DON Secretariat Staff Offices, Echelon 1 commands, and the joint NAVAUDSVC/OASN(FM&C) evaluation process, several weaknesses were identified in FY 2003, all of which fell under existing categories of weaknesses that were carried over from prior periods (Uncorrected Material Weaknesses Identified During Prior Periods).  No new categories of weaknesses are being reported for FY 2003.  However, new sources that were identified in FY 2003 have been added to existing weaknesses and the narratives and milestones have been updated accordingly.  Two weaknesses (“Supply Inventory Management” and “Excess Material and Unrecorded Inventories”) have been combined together as one weakness (“Supply Inventory Management”) due to similarity of issues.  Adjustments to milestones and/or target correction dates were made for the nine uncorrected weaknesses (“Government Purchase Card Program,” “Readiness Reporting,” “Instructor Requirements and Student Input Planning,” “Requirements Determination,” “Supply Inventory Management,” “Information Assurance,” “Military Personnel Recruiting,” “Government Travel Charge Card” and “Accuracy of Financial Statements”).  The Statement includes that, during FY 2003, the DON completed corrective actions on five material weaknesses identified during prior periods (“Hazardous Material Management,” “Security Clearance Backlog,” “Independent Logistics Assessment Process,” “Genera/Flag Officer Quarters (GFOQ)” and “Unmatched Disbursements”).  The status of planned corrective actions (“Planned Milestones”) on all existing material weaknesses is also reported in this Statement.  

Accomplishments Specific to the DON Management Control Program

· The DON, through the OASN(FM&C)/FMO, has just completed year two of its back-to-basics approach to improve its MCP.  This approach focuses on:  increasing awareness of the MCP through additional program communication, emphasis on management control training, sharing of best practices among commands, and automation of MCP tools and processes.  The intent of this program is to assist the DON commands in enhancing their current MCPs, thereby strengthening their management controls.  

During FY 2003, the DON has seen a change in attitude among many DON commands and an improved working relationships with the NAVAUDSVC and the CNO.  The following are accomplishments for FY 2003:

· Conducted 25 MCP training sessions.  A total of 428 DON personnel (predominately MCP Coordinators) were trained through August 2003.  In addition, the DON has developed another regional training schedule for FY 2004.

· Developed training materials for a management control training course for DON managers.  This training course was tested at two DON commands and is being disseminated to all DON MCP Coordinators for their use.  Training content focuses on definitions, purpose of a MCP, DON MCP requirements, roles, responsibilities, preventive steps to take, and tips on what to do when abuse happens.

· Met with DON commands to provide one-on-one training on program requirements and tools available to assist in strengthening their MCPs.

· Expanded the use of the web-based Statement of Assurance (SOA) Tool to include all Echelon 1 or headquarter commands and Echelon 2 or one level below headquarter commands.  This Tool gives commands the ability to add weaknesses, whether material or not, throughout the year and provides historical SOA data from previous fiscal years.

· Developed a database to capture information on DON MCP coordinators and their alternates.  This database was developed to promote accountability for the DON MCP and assist the FMO in communicating with the department’s MCP Coordinators. 

· Developed a MCP website.  This website serves as a one-stop resource to meet MCP needs and to assist DON commands with their MCPs.  The website includes MCP statutory and regulatory guidance, tools to enhance your organization’s program, MCP training information, the DON SOA, and the latest MCP news.

· The following are DON command/activity MCP accomplishments during FY 2003:

· As part of the implementation of the de-centralized version of Standard Labor Data Collection And Distribution Application (SLDCADA), the DON civilian time and attendance system, Office of the Assistant for Administration/United States Navy (AA/USN) provided extensive user training to serviced activity timekeepers and administrative staffs.  This training included information on time and attendance policies and procedures.  Additionally, help-desk support is provided through Secretariat Headquarters Human Resources Office (SHHRO) customer service representatives.  SHHRO staff, along with NCIS, is named as representatives to the Change Control Board, which studies and recommends updates/changes to the SLDCADA system.

· In early December 2002, the Inspector General conducted a re-inspection of the Asset Management System (AMS) program to include AMS policies and procedures.  All discrepancies identified during the reported alternative management control review have been corrected.  The AMS program is meeting requirements by the Commander, Naval Security Group, to report and track claimancy-wide equipment.  The established guidelines for AMS inventory parameters ensure 100% accountability and a database accuracy of 90% of selected records.  All equipment items were sighted and the appropriate barcodes were collected for database validation.  The accountability was 100%, with an accuracy of 92.8%.  The AMS coordinator has established an excellent procedure, since the last inspection, with built-in steps to account for the vast equipment entering and exiting the command.  The command has incorporated initiatives to involve all command personnel in the AMS inventory procedure training into the command indoctrination class for all newly assigned personnel and the addition of the AMS support checks during the command’s monthly zone inspections.

· The Naval Personnel Development Command (NPDC), working in conjunction with the Naval Education Training Center (NETC), contributed to CNO’s Task Force Excel initiative by assisting in the organizational realignments and establishing operational relationships between 14 Learning Centers and three Training Support Centers.  Simultaneously, NPDC further defined processes while constructing a blended learning environment and reusable educational products.  
· The OASN(FM&C) developed a new DON-wide budget execution course.  The Fund Usage Document course can be accessed from the Internet or via CD-ROM, and the training it provides in the appropriation, allocation and execution of resources should reduce the number of Anti-deficiency Act violations.

· The Office of the Judge Advocate General (OJAG) provided detailed MCP training for Assistant Judge Advocates and Division Directors prior to collecting this year’s vulnerability assessments (VAs) and Directors’ statements of assurance.  This year’s VAs demonstrated an increased awareness and understanding by the Division Directors of their role in ensuring that MCP was instituted within their respective divisions.

· During fiscal year 2003, the Department of the Navy took significant actions to reduce delinquencies and strengthen the travel card program.  One result was the Department’s 60+ day delinquency dollars declined by 36% from October 2002 to August 2003.  Other actions taken include the following:

· Identification of potential travel card misuse.  Agency Program Coordinators (APCs) are required to review a series of online reports provided by the card contractor to identify suspect transactions.  The APCs then determine if cardholders were on official travel when the charges occurred and question the cardholder and the cardholder’s supervisor on the appropriateness.

· Account monitoring.  The DON has comprehensively reviewed unused accounts identified by the card contractor to ensure those left open are necessary.  Between September 2002 and June 2003, 158,000 accounts were cancelled. 

· Increased use of split disbursement.  The DON’s travelers have always been highly encouraged to use the split disbursement option when submitting their travel claims.  Consequently, the number of split disbursement transactions processed in June 2003 show a 27% increase from the month of October 2002.  With the recent policy change making split disbursement mandatory for DON military personnel, this figure will continue to increase. 

· The OASN(FM&C) requested the NAVAUDSVC to review the DON’s end-to-end travel process to determine if the desired program performance is being achieved and make recommendations to improve accountability and efficiency.  The audit commenced December 2002 and the DON will distribute appropriate guidance to all major commands upon completion of the audit estimated for October 2003. 

· The Department funded its eBusiness Operations Office to provide a dedicated staff to improve management of the travel card program. 

· Bureau of Naval Personnel (BUPERS) was one of six commands in the Navy and Marine Corps as having “demonstrated the most significant reductions in delinquencies.”  BUPERS’ delinquency rate was reduced from 23.15% in January 2002 to 3.56% in May 2003.  Management control actions contributing to the nearly 90% change in the delinquency rate is attributed to establishment of 12 divisional APCs, verification of signed Statement of Understanding from each cardholder, and command-wide training.  
· New instruction was issued by Commander, Naval Security Group Command which required deactivation of cards for infrequent travelers.  Implementation and more frequent mandated checks/reporting lowered the overall delinquency rate from 25% to 3.7%, below the Navy’s target of 4%.

· A realignment of the Government Travel Charge Program ensured that activities in the CNO claimancy were held accountable at the highest level.  This effort required coordination between the commands, Bank of America, and Field Support Activity.  During the time period from September 2002 and July 2003, the dollar amount of delinquencies dropped 33% (from $107,412 to $35,914).  The delinquency rate dropped for 4.07% in July 2002 to 1.53% in June 2003, well below the OASN(FM&C) goal of less than 4%.

· The AA/USN reduced the number of open travel card accounts by 18% (648 total accounts closed).  

· Government Travel Card accounts for all Chief of Information (CHINFO) personnel, including all travel card holders at CHINFO field activities were comprehensively reviewed each month, including all travel card transactions and payments.  All payment problems (payments due for 30 days or more) were resolved satisfactorily, and no problems reached a point where leadership intervention was required.

· NAVINSGEN restricts the issuance of the Government Travel Card to frequent travelers (travel three to four times a year).  The NAVINSGEN APC conducts a monthly, 100% review of the cardholders’ usage.  The review examines how cards were used to determine any misuse and ensures that no accounts are delinquent.  The NAVINSGEN APC reports the monthly results to the AA/USN Claimancy APC.  Also when the review results require, the cardholder, their supervisor, and the chain of command are notified.

· The DON also made notable accomplishments with the Government Purchase Card Program:

· Purchase of mid-year audits of government purchase card activity indicated compliance with Federal Acquisition Regulations and DON e-Business requirements.  CHINFO personnel conducted 100% transaction audits of all government purchase card transactions for each of their two field activities with purchase authority, a complete management review of all headquarters purchase card activity, and a DON desk audit of transactions for the period of 1 April 2002 through 31 March 2003.  No evidence of misuse or abuse of the card was found during their internal reviews, and the DON desk audit resulted in zero discrepancies found.

· NAVINSGEN conducted two internal semiannual reviews of purchase transactions, ranging from 1 April 2002 to 31 March 2003.  The reviews revealed that all of the purchases were authorized and that the documentation was present.  The annual review of the NAVINSGEN procurement authority execution was conducted by the Fleet and Industrial Supply Center (FISC-Norfolk) on 21 July 2003.  The report form the review rated the overall NAVINSGEN process as acceptable and requested that the NAVINSGEN instructions be revised to reflect the current Navy policy and procedures.

· As a result of an internal review, NCIS took specific actions to bring the NCIS government purchase card activity in compliance with applicable directives.  Actions include:  reducing the span of control of the Approving Officials; reducing the number of card holders within the organization; lowering authorized spending thresholds thereby reducing fraudulent loss exposure; and initiating a rigorous inspection of cardholder’s monthly reconciliation packages.  
· CNO developed and deployed role-based training, along with role-based “how to” desk guides (Standard Operating Procedures), targeted to all program participants.  Mandatory initial training is required prior to program enrollment and mandatory refresher training is required every two years.  In addition to reducing the number of purchase card accounts from 27,700 to 21,000, the average monthly cardholder credit limits were reduced by 73% and Prompt Payment Act interest was reduced by $150,000.

· Accomplishments for Security Clearance Backlog, Navy Management Control Program and Unmatched Disbursements are included in Tab B-4 of the DON Statement of Assurance. 

Accomplishments During FY 2003 Stemming from Management Control Program Activities

· NAVINSGEN opened 25 procurement fraud hotline cases and closed 80 cases.

· NAVINSGEN opened 689 Navy Hotline cases and closed 700 cases.  

· NAVINSGEN opened 44 Senior Official cases and closed 43 cases.  Of the cases closed, 10 were substantiated.

· The Marine Corps Inspector General’s Office conducted an additional 173 investigation/assistance cases and 134 hotline complaints/allegations.

· The Marine Corps discovery process for FY 2003 included reviewing the results of 7,380 Internal Control Evaluations performed throughout the Marine Corps.  Management used the results of 4,553 Internal Control Reviews (ICRs) and 2,827 Alternate Internal Control Reviews (AICRs) to evaluate internal controls within the Marine Corps.  

· The Nonappropriated Fund Audit Service conducted 33 audits of Marine Corps non-appropriated fund activities that included review of internal controls of these activities.  

· The Field Supply and Maintenance Analysis Offices Teams performed and issued 52 studies, which included reviews of the procedures, and controls over supply-related operations Marine Corps-wide.  

· The Marine Corps Administrative Analysis Teams performed and issued 97 inspection reports and 92 Mobile Training Visits reports, which included reviews of the procedures and controls over Military Pay and Allowances.  Each Base, Station, Depot, Operating Force Command, and Headquarters Staff agency summarized the results of internal control evaluations and provided a total of 43 individual activity compliance statements to the Headquarters.

· The NAVAUDSVC received a total of 14 hotline actions, all of which have been resolved.  Two hotline actions were referred by the Naval Inspector General; the remaining actions were internally conducted inquiries/investigations.

Significant Issues

Several issues emerged during FY 2003 audits and reviews that, while notable, are not deemed department-wide “material weaknesses,” and are not reported as such.  The issues are nonetheless significant, and are briefly discussed here:

· Several commercial activity issues have been identified, specifically related to Post Award Reviews, position coding and Contractor Logistics Support.

· When services are performed in-house as a result of a cost comparison, a formal review and inspection of the Most Efficient Organization (MEO) should be conducted.  The NAVAUDSVC found that less than half the Activity commanders were performing their reviews as required by Office of Chief of Naval Operations Instruction (OPNAVINST) 4860.7C.  When activities and Claimants do not conduct reviews and report effectively, the Navy may not be implementing the best infrastructure for achieving savings, steamlining operations, and improving efficiencies at its bases and shore facilities.

· The Navy's major claimants improperly coded manpower code L positions in the FY 2001 Inherently Governmental (IG) and Commercial Activity (CA) inventory.  Three primary factors contributed to errors in manpower coding:  (1) lack of review in the IG/CA compilation process, (2) lack of training which led to different coding interpretations, and (3) delegation of manpower coding responsibility below the authorized level.  As a result, this could adversely affect strategic sourcing decisions.  In addition, improper manpower coding did not capture positions potentially available for outsourcing or elimination that could lead to possible savings.

· The Office of the Assistant Secretary of the Navy (Research, Development, and Acquisition) (ASN(RD&A)) provided less-than adequate Contractor Logistics Support (CLS) oversight to the systems commands.  CLS is an acquisition reform initiative, advocated by DoD policy.  The purpose of CLS is to reduce cost and improve system availability.  Program managers were encouraged to maximize the use of CLS; however, the Office of ASN(RD&A) did not provide systems commands implementing guidance or instruction.  In turn, program managers were not always certain if they were employing the most effective source of product support, including CLS.  In addition, program managers could not consistently demonstrate that utilizing CLS was resulting in reduced cost and improved system availability.  Positive efforts are being made.  The systems commands have agreed to or were directed to prepare implementation plans to execute the CLS initiative.  In addition, ASN(RD&A) recently issued guidance on effective use of Performance Based Logistics that addressed using CLS.  (NAVAUDSVC Report No. N2002-0049, "Contractor Logistics Support at the Naval Sea Systems Command," May 17, 2002; NAVAUDSVC Report No. N2002-0069, "Contractor Logistics Support at the Space and Naval Warfare Systems Command," August 8, 2002; NAVAUDSVC Report No. N2003-0024, "Contractor Logistics Support at the Naval Air Systems Command," January 29, 2003; NAVAUDSVC Report No. N2003-0035, "Post Award Reviews for Navy Commercial Activity Studies Under OMB Circular A-76," March 14, 2003; NAVAUDSVC Report No. N2003-0037, "Navy Inherently Governmental and Commercial Activities Inventory:  Department of the Navy Management Decision Manpower Code L Positions," March 25, 2003; NAVAUDSVC, NAVAUDSVC Report No. N2003-0050, "Contractor Logistics Support Oversight," May 15, 2003)

· The Deputy ASN(RD&A) for Management and Budget (formerly Planning, Programming, and Resources) requested the NAVAUDSVC to perform an audit on Earned Value Management (EVM) because there were concerns about program managers implementing/using EVM to manage their programs. An EVM System is the integrated management system that uses earned value to measure the contractor’s work progress.  It was found that Program Management Offices for the H-1 and MH-60 Programs, two very visible Department of the Navy Major Defense Acquisition Programs (Acquisition Category I), had not effectively implemented EVM, DoD’s key tool for contractor oversight and for managing program cost, schedule, and performance.  Several risks were identified the implementation and use of the EVM, which impacted the H-1 Upgrades Program.  The conditions occurred because the H-1 Program Management Office and the contractor placed only limited emphasis on EVM implementation and the Defense Contract Management Agency at the contractor’s plant did not effectively coordinate and implement a surveillance program. Additionally, the MH-60 Program Management Office did not conduct an Integrated Baseline Review as soon as practical or within 180 days after a modification was awarded. ASN (RD&A) concurred with all the recommendations and DON aquisition managers have taken significant actions to address the contractor’s EVMS problems that were identified. (NAVAUDSVC Report No. N2003-0045, "Earned Value Management at Program Executive Office for Anti-Submarine Warfare, Assault and Special Mission Programs," May 2, 2003)

· Antiquated information systems that do not support automation, communications, information dissemination and trend analysis were reported by NCIS. During a NCIS Modernization, this could have a negative impact on mission performance and the ability of NCIS to measure performance and assign resources where most critically needed.  Several corrective actions were taken to deal with this issue.  NCIS developed a Business Modernization Plan that includes eleven portfolios designed to mitigate risk through improved core capabilities.  A Chief Information Officer billet was created and filled in July 2002.  Additionally, $3 million was redirected in FY 2003 budget to NCIS’ secret computer system improvements.  Other completed actions include validation of the NCIS Modernization Plan and creating an Equipment Configuration Board (ECB) to review new technology and ensure compatibility with existing systems.  In the next fiscal years, NCIS will incorporate and implement its reporting system into NCIS Information Technology Systems. This should improve worldwide network connectivity; availability of mobile communications for NCIS Special Agent deployments worldwide and transition from paper to electronic data collection and transmission. More importantly, it will allow efficient collection and analysis of data related to assessable units'' (performance measurements), thereby enabling NCIS to assign resources more effectively. In addition, to deal with a lack of a formal process within the DON for aligning requirements for NCIS support with resources, NCIS concurred with NAVINSGEN’s recommendations to create an Executive Steering Committee compromised of the Under Secretary, General Counsel, VCNO and ACMC who would continually assess and prioritize requirements over the full spectrum of the NCIS mission and ensure adequate resources were linked to these requirements. (NCIS Self Assessment, January 2002; Navy Inspector General, Command Inspection of the Naval Criminal Investigative Service, dated April 18, 2002, Recommendation 037-02; A Business Case to Modernize the Naval Criminal Investigative Service, FY02-FY08, dated 15 Apr 2002; Zero-Based Review (ZBR) 8/02-12/02; Navy Inspector General, Command Inspection of the Naval Criminal Investigative Service, dated April 18, 2002, Recommendation 060-02)
· Last year, some of the afloat personal computers leased by the Commander in Chief, U.S. Pacific Fleet (CINCPACFLT) are currently reported as missing, lost, or unaccounted for.  In an interim response to the NAVAUDSVC audit report, CINCPACFLT stated, “We understand the significance of the findings of this audit and are committed to full and complete corrective actions and resolution of the root causes.”  CINCPACFLT’s final response provided specific corrective actions and their recommendation for releasability of the audit report under the Freedom of Information Act (FOIA). Several corrective actions have already been completed by CINCPACFLT.  In general, the DON is concerned with accountability for items that could be easily pilferaged and are continuing to address these concerns.  All affected COMPACFLT commands completed inventories, and confirmed the personal computer data.  COMPACFLTNOTE 5239 was written to provide a mandatory and standardized process control methodology, including tools and policy, to maintain accountability and control of personal computers.  COMPACFLT developed a web-enabled Regional Inventory Tracking Application (RITA) to facilitate the inventory and for management oversight use.  A second report was released in August 2003 that discussed Information Technology equipment leases and purchasing software, and conducting lease-versus-purchase analyses.  Most of the recommendations in this report have been completed and appropriate action was taken.  (NAVAUDSVC Report No. N2003-0022, "Control and Accountability Over Leased Personal Computers Within the U.S. Pacific Fleet," October 3, 2002, For Official Use Only; NAVAUDSVC Report No. N2003-0076, “Contract Lease Agreements for Fleet Information Technology Equipment,” August 18, 2003)
Items to be Revisited in FY 2004.  The DON noted three (3) management control issues in FY 2003 that, while significant and otherwise merit being included in this Statement, do not yet meet the criteria established by OMB and DoD for being reported as a “material weakness” (i.e., an acknowledged problem, agreed upon corrective measures, a formally adopted timetable for accomplishing the corrections, and a mechanism to verify that the problem has indeed been corrected).  The recommended corrective measures or established alternatives for these issues may not yet be finalized or significant developments may have been made, which will be monitored again for improvements next year.  Related audit reports were published between March 25, 2003 and June 25, 2003.  Actions on these identified audits will be monitored during FY 2004 and will be reconsidered for inclusion in the DON’s FY 2004 Management Control Statement of Assurance.  The reports are:

· NAVAUDSVC Report N2003-0036, "Use of Marine Corps Military Personnel to Perform Non-Military Essential Duties, March 25, 2003.

· NAVAUDSVC Report No. N2003-0054, "Management of Hazardous Material at Selected Department of the Navy Shore Installations and Activities," June 18, 2003.

· NAVAUDSVC Report N2003-0055, “Department of the Navy Antiterrorism Risk Assessment Management Approach for Naval District Washington,” June 25, 2003.
DoD-wide Systemic Weaknesses 

Office of the Under Secretary of Defense (Comptroller) has identified eight (8) DOD-wide systemic management control material weaknesses.  Many of the material weaknesses included in the DON’s FY 2003 Management Control Statement of Assurance are directly related to these DOD-wide systemic weaknesses.  A listing of these DOD-wide systemic weaknesses and related DON material weaknesses follows:

DOD-wide Systemic Management Control Material Weakness
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· Financial Management Systems and Processes
Accuracy of Financial Statements
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Unmatched Disbursements
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· Information Assurance
Information Assurance
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· Environmental Liability

Accuracy of Financial Statements
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· Management of Munitions and Explosives
There are no DON FMFIA Reportable Material Weaknesses in this category. 

· Personnel Security Investigations Program

Security Clearance Backlog 
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· Real Property Infrastructure
There are no DON FMFIA Reportable Material Weaknesses in this category.

· Contracting for Services

There are no DON FMFIA Reportable Material Weaknesses in this category.

· Government Card Program Management
Government Purchase Card Program





B-2-1
Government Travel Charge Card






B-2-25
Point of Contact
· The DON point of contact for the MCP and issues dealing with material weaknesses reported in the DON’s FY 2003 Management Control Statement of Assurance is Ms. Lessie Turner, FMO.  Ms. Turner can be reached at (202) 685-6738, DSN 325-6738, or by facsimile at (202) 685-6700, or by email at turner.lessie@fmo.navy.mil.
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